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Abstract of the contribution: This contribution proposes that TWAG pushes the UE location information to the LRF/LS at emergency attachment/de-attachment
Introduction

This contribution proposes applying the same principles in solution 18 for key issue 3 to trusted WLAN and where TWAG pushes the location information to the LRF.
In solution 18, for untrusted WLAN access the ePDG pushes the location information to the LRF at emergency session attachment/de-attachment.

Proposal

It is proposed to update 23.771 as follows:

**** First Change ****

6.28
Solution 28 for Key issue 3: TWAG Push of location information to LRF/LS at emergency attachment/De-attachment

At emergency attachment to a TWAG, the TWAG shall push subscriber location data to the LRF/LS. 

The TWAG UE location information may correspond to WLAN Location Information the TWAG may have received from the AAA server about the UE.  In this scenario, the LRF can use WLAN Location Information to identify subscriber location that allows it to select an appropriate PSAP accordingly.

This applies both to authenticated and unauthenticated UEs.

If a TWAG detected or became aware that a UE, whose location information has been previously reported to an LRF/LS, left the WLAN coverage, the TWAG shall report this to the LRF/LS. This enables the LRF/LS to maintain updated UE location information. 

In addition to the above UE location information provided by the TWAG to the LRF, the TWAG shall also include the following information in TS 29.172 

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Location Event


	Location-Event
	M
	This Information Element shall contain the type of event that caused the location procedure to be initiated.

	IMSI
	User-Name
	C
	If present, this Information Element shall contain the IMSI of the user whose UE is to be positioned  (see Note 1)

	MSISDN
	MSISDN
	C
	If present, this Information Element shall contain the MSISDN of the user whose UE is to be positioned.  

	IMEI
	IMEI
	M
	This Information Element shall contain the IMEI of the UE to be positioned. This information is mandatory for authenticated and non-authenticated UEs.

	NOTE 1: For authenticated UE this is mandatory to enable NPLI  be used to locate PASP where regulation mandates that





**** End of Changes ****
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